
Privacy Policy 

 

The information is provided pursuant to Article 13 of Regulation (EU) 2016/679 of the European 

Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the 

processing of personal data and on the free movement of such data and repealing Directive 94/46/EC 

(hereinafter referred to as "GDPR"). 

Personal data Controller and contact information 

N.W.A limited liability company with its registered office in Warsaw, Plac Powstańców Warszawy 2, 00-

030 Warsaw, Poland, entered in the Register of Entrepreneurs of the National Court Register under KRS 

number 0001137667, with NIP/VAT number: PL9571181011, REGON: 54016360000000, entered in the 

register of virtual currency activities as a Virtual Asset Service Provider under number RDWW-1801 

(hereinafter: "Controller" or "Data Controller").  

In all matters concerning the processing of personal data and the exercise of rights related to data 

processing, the Controller may be contacted by e-mail: dpo@mobilum.com or in writing to the 

Controller's registered address. 

Purposes and legal basis of personal data processing 

Your personal data will be processed by the Controller for the following purposes: 

a. for the proper performance of the contract by the Controller, including in particular to enable the 

use of the functionalities of the website and the mobile application through which NWA provides 

crypto-asset services (hereinafter referred to as the “Application”), as well as to carry out crypto-

asset transactions available in the Application; to create, maintain and manage your account or 

accounts, to provide support related to your account and transactions, and to resolve technical 

issues; (the legal basis for processing is Article 6(1)(b) of the GDPR); 

b. To prevent crime and fraud, including identification and verification obligations under the Anti-

Money Laundering and Countering the Financing of Terrorism Act; (the legal basis for 

processing is Article 6(1)(c) of the DPA); 

c. to ensure accountability with respect to the processing of personal data in the Application and 

on the Website (the legal basis for processing is Article 6(1)(c) of the GDPR); 

d. for the purpose of processing complaints, protection against claims by the Data Controller (the 

legal basis for processing is Article 6(1)(f) GDPR); 

e. for marketing purposes on the basis of data consent granted (the legal basis for processing is 

Article 6(1)(a) GDPR); in the absence of consent, the Controller does not process data for this 

purpose; 

Your data may also be processed for the following secondary purposes (the legal basis for processing 

is Article 6(1)(f) GDPR): 

a. archiving data, 

b. ensuring the smooth functioning of the services within the Application and the Website, 

c. creating internal reports and analyses, 

d. conducting internal audits, 

e. creating statistics. 

Source of personal data 



Your data was obtained directly from you in the process of setting up your account and during your use 

of the Application or Website. Your data may also be obtained from other sources, in accordance with 

applicable laws and based on agreements with partners. 

Type of data 

The Controller processes your personally identifiable data, including: PESEL, first and last names, 

identity document data (including a copy thereof), country of birth, and address and contact data 

including: email address and telephone number. 

In addition, the Controller processes data contained in documentation received from you, as well as 

financial data such as the balance in the account associated with the Application and transactional data 

such as details of payments made.  

In case of your consent to use video verification methods provided by our Partners, the Controller will 

process the result of such verification (compliance or non-compliance). It will be stored for as long as 

necessary to carry out identity verification and for the period required by anti-money laundering 

regulations. 

In order to ensure the security of the functioning of the Application and the Website, as well as the 

security of you as a user, the Controller acquires some personal data by automatic means when using 

the services in the form of cookies. The aforementioned data includes, among others, data for user 

verification, technical data, location, parameters of the hardware and software you use, device 

identification numbers.  

The Controller does not obtain your sensitive data within the meaning of Article 9 of the GDPR. 

Recipients of data 

Your personal data may be transferred to entities cooperating with the Controller to the extent of enabling 

the provision of services, and the implementation of the selected service, including in particular providers 

of payment services and accompanying services. We will also transfer your personal data to entities for 

which we receive your permission to do so. The Controller may transfer personal data to entities which 

process such data on its behalf, e.g. IT service providers, law firms, entities providing accounting 

services, etc. Data may also be transferred to relevant authorities and bodies to the extent and in 

situations specified in the law, e.g. to the President of the Office for Personal Data Protection, 

prosecutor's office, police. 

Transfer of data to a third country or international organization 

Your personal data may be transferred outside the European Economic Area as part of the Controller's 

use of entities providing IT solutions and systems, which entities may store personal data on servers 

located outside this area (including in the United States) or as part of the Controller's provision of 

business-related services - to the extent necessary for their performance. 

The basis for such transfer may be a decision of the European Commission stating an adequate level 

of protection or the application of appropriate legal safeguards, which are, in particular, standard 

contractual clauses for the protection of personal data approved by the European Commission. Personal 

data may be transferred to a third country on the basis of one of the grounds listed in Article 49(1) of the 

GDPR. 

Period of storage of personal data 

We store your personal data for the duration of the provision of services to you, and after the provision 

of services or termination of the contract for the period necessary to safeguard the legal interests of the 

Data Controller or when required by law. The Data Controller shall keep your personal data for no longer 

than necessary, taking into account the purposes of data collection: 

a. to enable you to use services within the Application or the Website - for the period required by law 

or to secure possible claims; 

b. for the purposes of processing complaints and claims made - until the statute of limitations for 

potential claims for violation of data processing;  



c. in the case of data processing on the basis of consent (e.g. marketing) until such consent is 

withdrawn. 

d. for the purposes of compiling summaries, analyses and statistics - not longer than the period after 

which the statute of limitations for claims under the contract expires;  

e. for archival purposes - after the expiration of a given legal relationship (e.g., a contract), personal 

data may be processed for 5 years, unless a shorter period is provided by law. If there is a dispute, 

lawsuit or other proceedings (especially criminal) in progress, the archiving period will be calculated 

from the date of the final termination of the dispute, and in the case of multiple proceedings the 

final termination of the last one, regardless of the manner of its termination, unless the law provides 

for a longer data retention period or a longer statute of limitations for the claims/law to which the 

proceedings relate. 

Your rights in connection with data processing 

You have the right of access to the data and the right to request rectification of the data if it is incorrect, 

its deletion or restriction of its processing.  

To the extent that the basis for the processing of personal data is the premise of the legitimate interest 

of the Controller, you have the right to object to the processing of personal data.  

To the extent that the basis for the processing of your personal data is consent, you have the right to 

withdraw consent at any time. Withdrawal of consent does not affect the lawfulness of processing that 

was carried out on the basis of consent before its withdrawal.  

You also have the right to data portability, i.e. to receive your personal data from the controller, in a 

structured, commonly used machine-readable format. 

The right to lodge a complaint with a supervisory authority 

You also have the right to lodge a complaint to the supervisory authority in charge of personal data 

protection, which is the President of the Office for Personal Data Protection. 

Information about the voluntariness or obligation to provide personal data 

Provision of personal data is voluntary; however, the consequence of failure to provide such data will be 

the inability to provide services through the Application or the Website. 

Automatic decision-making 

Your data will be processed by automated means, including profiling. In order to conduct statistical and 

marketing activities, we profile your data so as to best tailor marketing communications to your needs, 

including tailoring specific product and service offerings. We assess your preferences based on data 

collected automatically (recorded and stored) through cookies and resulting from your activity on the 

Website and Application. 

  



Polityka Prywatności 

 

Informacja jest przekazywana na postawie art. 13 Rozporządzenia Parlamentu Europejskiego i Rady 

(UE) 2016/679 z dnia 27 kwietnia 2016 roku w sprawie ochrony osób fizycznych w związku z 

przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia 

dyrektywy 94/46/WE (dalej w skrócie: „RODO”). 

Administrator danych osobowych i dane kontaktowe 

N.W.A spółka z ograniczoną odpowiedzialnością z siedzibą w Warszawie, Plac Powstańców Warszawy 

2, 00-030 Warszawa, Polska, wpisana do rejestru przedsiębiorców Krajowego Rejestru Sądowego pod 

numerem KRS 0001137667, posiadająca numer NIP/VAT: PL9571181011, REGON: 54016360000000, 

wpisana do rejestru działalności w zakresie walut wirtualnych jako Virtual Asset Service Provider pod 

numerem RDWW-1801 (dalej jako: „Administrator” lub „Administrator danych”).  

We wszystkich sprawach dotyczących przetwarzania danych osobowych oraz korzystania z praw 

związanych z przetwarzaniem danych można się kontaktować z Administratorem poprzez e-mail: 

dpo@mobilum.com lub pisemnie, na adres siedziby Administratora. 

Cele i podstawa prawna przetwarzania danych osobowych 

Pani/Pana dane osobowe będą przetwarzane przez Administratora w celach następujących: 

a. w celu prawidłowego wykonania umowy przez Administratora, w tym w szczególności w celu 

umożliwienia korzystania z funkcjonalności strony internetowej oraz aplikacji mobilnej, za 

pośrednictwem której świadczone są usługi NWA w zakresie kryptoaktywów (dalej „Aplikacja”), 

a także w celu realizacji transakcji dotyczących kryptoaktywów dostępnych w Aplikacji; w celu 

założenia, prowadzenia i zarządzania kontem Użytkownika lub kontami, zapewnienia wsparcia 

w zakresie korzystania z konta i realizowanych transakcji oraz rozwiązywania problemów 

technicznych; (podstawą prawną przetwarzania jest art. 6 ust. 1 lit. b RODO); 

b. przeciwdziałania przestępstwom i wyłudzeniom, w tym obowiązku identyfikacyjnego i 

weryfikacyjnego wynikającego z ustawy o przeciwdziałaniu praniu pieniędzy oraz finansowaniu 

terroryzmu (podstawą prawną przetwarzania jest art. 6 ust. 1 lit. c RODO); 

c. zapewnienie rozliczalności w zakresie przetwarzania danych osobowych w Aplikacji i na Stronie 

Internetowej (podstawą prawną przetwarzania jest art. 6 ust. 1 lit. c RODO); 

d. w celu rozpatrywania reklamacji, ochrony przed roszczeniami przez Administratora danych 

(podstawą prawną przetwarzania jest art. 6 ust. 1 lit. f RODO); 

e. w celu marketingowym na podstawie udzielonej zgody danych (podstawą prawną 

przetwarzania jest art. 6 ust. 1 lit. a RODO), w przypadku braku zgody Administrator nie 

przetwarza danych w tym celu; 

Pani/Pana dane mogą być przetwarzane również w następujących celach pobocznych (podstawą 

prawną przetwarzania jest art. 6 ust. 1 lit. f RODO): 

a. archiwizowanie danych, 

b. zapewnienia sprawnego funkcjonowania usług w ramach Aplikacji i Strony Internetowej, 

c. tworzenia wewnętrznych raportów i analiz, 

d. prowadzenia audytów wewnętrznych, 

e. tworzenia statystyk. 

Źródło danych osobowych 

Pani/Pana dane zostały pozyskane bezpośrednio od Pani/Pana w procesie zakładania konta i w trakcie 

Pani/Pana korzystania z Aplikacji lub Strony Internetowej. Pani/Pana dane mogą zostać pozyskane 

również z innych źródeł, zgodnie z obowiązującymi przepisami prawa oraz na podstawie umów z 

partnerami. 

Rodzaj danych 

mailto:dpo@mobilum.com


Administrator przetwarza Pani/Pana dane identyfikujące osobę, w tym: PESEL, imiona, nazwiska, dane 

dotyczące dokumentu tożsamości (w tym jego kopię), kraj urodzenia oraz dane adresowe i 

teleadresowe w tym: adres e-mail i numer telefonu. 

Ponadto, Administrator przetwarza dane zawarte w dokumentacji otrzymanej od Pani/Pana, a także 

dane finansowe takie jak saldo na koncie powiązanym z Aplikacją oraz dane transakcyjne np. szczegóły 

dotyczące realizowanych płatności.  

W przypadku Pani/Pana zgody na wykorzystywanie metod wideoweryfikacji dostarczanych przez 

naszych Partnerów, Administrator będzie przetwarzał wynik takiej weryfikacji (zgodność lub 

niezgodność). Będzie on przechowywany tak długo, jak będzie to konieczne do przeprowadzenia 

weryfikacji tożsamości oraz przez okres wymagany przez przepisy dotyczące przeciwdziałania praniu 

pieniędzy. 

W celu zapewnienia bezpieczeństwa funkcjonowania Aplikacji oraz Strony Internetowej, jak i 

bezpieczeństwa Pani/Pana jako użytkownika, Administrator pozyskuje niektóre dane osobowe w 

sposób automatyczny podczas korzystania z usług w formie plików cookies. Powyższe dane obejmują 

swym zakresem m.in. dane służące do weryfikacji użytkownika, dane techniczne, lokalizację, parametry 

używanego przez Panią/Pana sprzętu oraz oprogramowania, numery identyfikujące urządzenia.  

Administrator nie pozyskuje Pani/Pana danych wrażliwych w rozumieniu art. 9 RODO. 

Odbiorcy danych 

Pani/Pana dane osobowe mogą zostać przekazane podmiotom współpracującym z Administratorem w 

zakresie umożliwiającym działanie Aplikacji oraz Aplikacji Internetowej, oraz realizację wybranej usługi, 

w tym w szczególności dostawcom usług płatniczych oraz usług towarzyszących. Pani/Pana dane 

osobowe przekażemy również podmiotom, co do których to otrzymamy od Pani/Pana zgodę na ich 

przekazanie. Administrator może przekazywać dane osobowe podmiotom, które przetwarzają te dane 

na jego zlecenie np. dostawcom usług IT, kancelariom prawnym, podmiotom świadczącym usługi 

księgowe itp. Dane mogą być również przekazywane stosownym władzom i organom w zakresie i w 

sytuacjach określonych w przepisach prawa np. Prezesowi Urzędu Ochrony Danych Osobowych, 

prokuraturze, policji. 

Przekazanie danych do państwa trzeciego lub organizacji międzynarodowej 

Państwa dane osobowe mogą być przekazywane poza Europejski Obszar Gospodarczy w ramach 

korzystania przez Administratora z usług podmiotów dostarczających rozwiązania i systemy 

informatyczne, które to podmioty mogą przechowywać dane osobowe na serwerach zlokalizowanych 

poza tym obszarem (w tym na terenie Stanów Zjednoczonych) lub w ramach świadczenia przez 

Administratora usług związanych z prowadzoną działalnością gospodarczą – w zakresie niezbędnym 

do ich wykonania. 

Podstawą takiego przekazania może być decyzja Komisji Europejskiej stwierdzająca odpowiedni 

poziom ochrony lub zastosowanie odpowiednich zabezpieczeń prawnych, którymi są w szczególności 

standardowe klauzule umowne ochrony danych osobowych, zatwierdzone przez Komisję Europejską. 

Dane osobowe mogą być przekazane do państwa trzeciego na podstawie jednej z przesłanek 

wymienionych w art. 49 ust. 1 RODO. 

Okres przechowywania danych osobowych 

Przechowujemy Pani/Pana dane osobowe przez czas świadczenia na Pani/Pana rzecz usług, a po 

zakończeniu świadczenia usług lub rozwiązaniu umowy przez okres niezbędny do zabezpieczenia 

interesów prawnych Administratora danych lub gdy jest to wymagane przepisami prawa. Administrator 

danych przechowuje dane osobowe nie dłużej, niż jest to niezbędne, biorąc pod uwagę cele 

gromadzenia danych: 

a. umożliwienia Pani/Panu korzystania z usług w  Aplikacji lub Strony Internetowej – przez okres 

wymagany przez przepisy prawa lub dla zabezpieczenia ewentualnych roszczeń; 

b. dla celów rozpatrywania reklamacji i zgłoszonych roszczeń – do momentu przedawnienia 

potencjalnych roszczeń z tytułu naruszenia przetwarzania danych;  



c. w przypadku przetwarzania danych na podstawie zgody (np. marketingowej) do czasu wycofania 

tej zgody. 

d. dla celów tworzenia zestawień, analiz i statystyk – nie dłużej niż przez okres, po którym przedawnią 

się roszczenia wynikające z umowy;  

e. do celów archiwalnych – po wygaśnięciu danej relacji prawnej (czyli np. umowy) dane osobowe 

mogą być przetwarzane przez 5 lat, chyba że przepisy prawa przewidują krótszy okres. Jeśli toczy 

się spór, proces sądowy lub trwa inne postępowanie (szczególnie karne), okres archiwizacyjny 

będzie liczony od dnia prawomocnego zakończenia sporu, a w przypadku wielu postępowań 

prawomocnego zakończenia ostatniego z nich, bez względu na sposób jego zakończenia, chyba 

że przepisy prawa przewidują dłuższy okres przechowywania danych lub dłuży okres 

przedawnienia dla roszczeń/prawa którego dotyczy postępowanie. 

Prawa przysługujące w związku z przetwarzaniem danych 

Przysługuje Pani/Panu prawo dostępu do danych oraz prawo żądania ich sprostowania, jeżeli są 

nieprawidłowe, ich usunięcia lub ograniczenia ich przetwarzania.  

W zakresie, w jakim podstawą przetwarzania danych osobowych jest przesłanka prawnie 

uzasadnionego interesu Administratora, przysługuje Pani/Panu prawo wniesienia sprzeciwu wobec 

przetwarzania danych osobowych.  

W zakresie, w jakim podstawą przetwarzania Pani/Pana danych osobowych jest zgoda, ma Pani/Pan 

prawo wycofania zgody w każdym czasie. Wycofanie zgody nie ma wpływu na zgodność z prawem 

przetwarzania, którego dokonano na podstawie zgody przed jej wycofaniem.  

Przysługuje Pani/Panu także prawo do przenoszenia danych osobowych, tj. do otrzymania od 

administratora Pani/Pana danych osobowych, w ustrukturyzowanym, powszechnie używanym formacie 

nadającym się do odczytu maszynowego. 

Prawo do wniesienia skargi do organu nadzorczego 

Przysługuje Pani/Panu również prawo wniesienia skargi do organu nadzorczego zajmującego się 

ochroną danych osobowych, jakim jest Prezes Urzędu Ochrony Danych Osobowych. 

Informacja o dobrowolności lub obowiązku podania danych osobowych 

Podanie danych osobowych ma charakter dobrowolny, jednak konsekwencją niepodania tych danych 

będzie brak możliwości świadczenia usług za pośrednictwem Aplikacji lub Strony Internetowej. 

Automatyczne podejmowanie decyzji 

Pani/Pana dane będą przetwarzane w sposób zautomatyzowany, również w formie profilowania. W celu 

prowadzenia działań statystycznych i marketingowych profilujemy Pani/Pana dane tak, aby jak najlepiej 

dopasować komunikację marketingową do Pani/Pana potrzeb, w tym dopasować określoną ofertę 

produktów i usług. Oceniamy Pani/Pana preferencje na podstawie danych zbieranych automatycznie 

(rejestrowanych i przechowywanych) za pośrednictwem plików cookies i wynikających z Pani/Pana 

aktywności na Stronie Internetowej i Aplikacji. 

 


